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BID No. 09/09
REQUEST FOR PROPOSALS 
(RFP)
FOR

MARITIME SECURITY PROGRAM:

PORT SECURITY ASSESSMENT AND TRAINING PROJECT IN 

MEXICO, COLOMBIA AND PERU 

SECRETARIAT OF THE INTER-AMERICAN COMMITTEE AGAINST TERRORISM

(CICTE)

- This RFP does not in any manner whatsoever constitute a commitment or obligation on the part of GS/OAS to accept any Proposal, in whole or in part, received in response to this RFP, nor does it constitute any obligation by GS/OAS to acquire any services or goods.
- The GS/OAS reserves the right to reject any or all Proposals, to award partial bids, and to make an award of contract to other than the lowest bidder.  The GS/OAS further reserves the right to accept the lowest Proposal without additional written or oral negotiations with other Bidders.
-The GS/OAS may choose one of the Bidders responding to this RFP or GS/OAS may decide that none of the Proposals are suitable.
1. BACKGROUND
1.1
The Organization of American States (OAS) brings together the nations of the Western hemisphere to promote democracy, strengthen human rights, foster peace, security and cooperation and advance common interests.  
1.2
The Inter-American Committee against Terrorism’s (CICTE), a specialized organization of the OAS, Work Plan tasks the CICTE Secretariat to identify and provide the OAS member states with technical assistance and training to help them improve port security and compliance with the International Maritime Organization’s (IMO) International Ship and Port Security (ISPS) Code, approved in July 2004. The purpose of the Code is to improve maritime security by providing standardized, consistent framework for evaluating risk, enabling governments to offset changes in threat with changes in levels of readiness for protection of port installations.

1.3
CICTE’s specific objective is to build the capacity of OAS member states to comply effectively with the security requirements of the ISPS Code for protection of port installations, both cargo and passenger (cruise ships) terminals. Training emphasizes access controls, with the objective of strengthening counter-terrorism and law enforcement capabilities, passenger and cargo security, customs controls, including security procedures, crisis management capabilities and security awareness in general. 

1.4
For that end, CICTE intends to establish a three (3) stage project (the “Project”) in Mexico, Colombia and Peru by means of contracts with firms qualified in port assessment and training. 
2. OBJECTIVE
The purpose of this RFP is to select consulting firm(s) to conduct port facility security assessment, follow-up training and evaluations in Mexico, Colombia and Peru.
3. TERMS OF REFERENCE
The Terms of Reference (TOR) of the port security assessment and training in Mexico, Colombia and Peru are outlined in Appendix 1 of this RFP, and, therefore, become part thereof.
4. GOVERNING LAW

The selection process of the consultant services are regulated by:
4.1 This RFP.
4.2 The Performance Contract Rules, approved by Executive Order No. 05-04, Corr. No. 1.

4.3 The Procurement Contract Rules of the GS/OAS, approved by Executive Order No. 00-1.

4.4 The Executive Orders, memoranda and other dispositions and official documents of the GS/OAS applicable to this process.

5. BIDDERS’ INQUIRIES
5.1 Bidders may submit any inquiry or request for more information and clarification regarding technical specifications in this RFP no later than five (5) business days prior to the bid closing date.

5.2 The requests must be submitted in a written format to the attention of Mr. Chet Neymour, Director, Office of Procurement Services (OPS), by e-mail to: OASBIDSubmit@oas.org with copies to mhaugaard@oas.org and jpaz@oas.org or via fax at (202) 458-6401.  

5.3 The responses to these requests will be submitted in written format to all Bidders no later than two (2) business days before the bid closing date.

6. PROPOSAL SUBMISSION 
6.1
Submittal Format

6.1.1
The Proposals shall be submitted in hard copy: one (1) original and two (2) copies.  The sealed envelope containing Bidder’s Proposal shall be labeled:

GS/OAS BID No 09/09 – “PORT SECURITY ASSESSMENT AND TRAINING PROJECT IN MEXICO, COLOMBIA, AND PERU”- DO NOT OPEN” - _______________________________ (Bidder’s Name)

6.1.2
The Proposals shall be delivered to:

The General Secretariat of the Organization of American States

Office of Procurement Services

1889 F Street, N.W., 4th Floor

Washington, DC 20006
USA
6.1.3
Additionally, the Proposals shall be submitted by electronic mail –in PDF format- or by facsimile (fax # 202-458-6401/6348) to the attention of Mr. Chet Neymour, Director, Office of Procurement Services, by e-mail to: OASBIDSubmit@oas.org with copies to mhaugaard@oas.org and jpaz@oas.org   

6.1.4
The Proposals shall be signed by the Bidder’s legal representative.

6.1.5
The Price Proposals shall be valid for at least ninety (90) calendar days as of the closing date of this RFP.  This must be stated on the Price Proposal.

6.1.6
The Bidders warrant the accuracy and reliability of all information they submit in this procurement process.

6.1.7
The Bidders shall bear any and all costs or expenses associated with or incurred in the formulation or development of a Proposal in response to this RFP.
6.2
Required Documents and Formats of Proposals
6.2.1
Technical Proposal:
The Bidders shall submit a complete Technical Proposal in accordance with the TOR, Appendix 1 of this RFP. 
In addition, the Technical Proposal shall include the following:

a) A copy of the certificate of incorporation of the Bidder.

b) A copy of the Bidder’s bylaws.

c) A copy of the Bidder’s license to do business in the corresponding jurisdiction (if required under the law of the duty station where the work is to be performed).

d) A list of the directors, officers, and the names of any stockholder with more than 50% of the stock.

e) A copy of the Bidder’s latest general balance sheet of 2007 or 2008; and copy of the Bidder’s latest three (3) audited financial statements, for the years 2005, 2006, 2007 or 2008.  These financial statements must be signed and/or appropriately certified by the Chief Financial Officer of the Bidder.

f) 
A minimum of five (5) references from entities to which similar services were provided by the Bidder during the last three (3) years. These references should include: the name of the entity, contact person, telephone and fax numbers, and e-mail address.

g) A statement, in a separate page or identified section within the Proposal, where Bidder shall acknowledge that it has read and understood the Contractual Terms and Conditions as per Appendix 2 of this RFP. By submitting a Proposal, each Bidder accepts the Contractual Terms and Conditions of GS/OAS, unless otherwise specifically stated to the contrary.
h) Indication of an estimated timeline for delivery of the requested services in Mexico, Colombia and Peru in accordance with the TOR, Appendix 1 of this RFP.

i) A comprehensive resume of the trainers that will conduct the recommended training and an identification of which trainers will conduct each of the training sessions.
j) Other documentation and/or information that supports the compliance of each of the technical evaluation factors as per Section 7.3.2, a) of this RFP.
6.2.2  Price Proposal:
The Bidders shall submit a Price Proposal expressed in US Dollars (US$), in numbers, and in words, in accordance with the TOR, Appendix 1 of this RFP. 

The Price Proposal shall include the following:

a) Plans and budgets for the two (2) options established in paragraphs 3.1.7 and 4.4 of the TOR. Specify costs separately within each option and per each port, including the cost breakdown requested in paragraph 4.5 of the TOR, Appendix 1 of this RFP.
b) Clear and total final cost for the execution of the Project for each one of the two (2) options.

A Fixed Price Contract will be signed with the prospective Contractor and shall include all anticipated expenses for the consultancy, including but not limited to, fee, travel (airfare, hotel, per diem), and other costs associated with cost of executing the activities.

c) Indication of its term of validity (no less than ninety (90) calendar days as of the closing date of this RFP).
6.3
Closing Date for Receipt of Proposals
6.3.1
Both the sealed and electronic proposals must be received by the GS/OAS no later than close of business (“COB”), 5:30 p.m. EST, on Tuesday, July 28, 2009  

6.3.2
Responses after the deadline will not be considered.  

7.
EVALUATION AND AWARD CRITERIA
7.1
Review and Evaluation of Proposals

The written Proposal from each Bidder will be evaluated by the Contract Awards Committee (CAC) of the GS/OAS.  
7.2
Requests for Clarifications and Discussions
7.2.1
At any time during the evaluation process, the CAC may submit, in writing, any inquiry or request to the Bidders for explanation or substantiation of its Proposals or for offering the opportunity to eliminate minor irregularities, informalities, or apparent clerical mistakes in its Proposals. 
7.2.2
If the CAC considers it necessary, the OPS will issue a request for Best and Final Offer (BAFO) to all those bidders in order to revise or modify its initial Proposal. 
7.3
Award Criteria
7.3.1
Proposals submitted without the required information and documents as described in Section 6.2, shall be considered incomplete and subject to disqualification.
7.3.2
The CAC will review, evaluate, and compare all Proposals according to, but not necessarily limited to, the following criteria:


a)  Technical Criteria:

1. Responsiveness. Whether the Bidder’s Technical Proposal conforms in all material respects to the RFP.

2. Responsibility. Whether the Bidder’s Technical Proposal meets the RFP’s technical specifications in order to determine its capability, tenacity, and perseverance to perform the Contract.
3. Financial stability. This factor will be evaluated through the review of the Bidder’s audited financial statements.

4. Past performance/Experience. This factor will be evaluated through the verification of the Bidder’s references. References shall demonstrate Bidder’s experience in similar projects and experience in working in an international environment.
5. Knowledge and experience in maritime security, port security assessments, port facility security operations, the ISPS Code, and other international conventions and codes related to port security. 

6. Knowledge and experience in security within a port environment, port security facility plans and procedures, and specifically access controls plans and procedures.
7. Knowledge and experience with respect to law enforcement, customs controls, container and cargo security procedures within a port facility. 

8. Knowledge and experience with training related to access controls to port facilities, container and cargo security inspections, crisis management exercises, contingency planning and incident command systems, law enforcement and customs procedures, and the functions of PFSOs. 

9. Knowledge and experience with follow-up evaluations, evaluation methodology and techniques, indicators and frameworks to conduct evaluations.  
10. Qualifications and resumes of the proposed trainers. Selection by the Contractor of the best instructors available is crucial to the success of this project, and will be a key element for the evaluation of the proposal.
11. Ability of the Contractor to conduct the assessment and to provide training in host country language or to provide an affordable alternative. The provision of Spanish speaking instructors will be given priority consideration.  

12. Staff to complete the work in a timely manner.
13. Completeness of the proposal.
14. Results of interviews with the firm by conference call (if conducted).


b)  Price Criteria:

1.
Bidder’s Price Proposal.
7.3.3
Before issuing a request for Best and Final Offer (BAFO), the GS/OAS may choose to negotiate the terms, conditions and deliverables of the Contract with the Bidders that, in the opinion of GS/OAS, are within the competitive range.

8.
CONTRACTUAL TERMS AND CONDITIONS
8.1
Data Information Usage

Contractor shall be liable for improper or incorrect use of the data collected or information disclosed to Contractor by GS/OAS in connection with its Proposal, and/or in connection with any subsequent contract negotiations between GS/OAS and the Contractor. The data and related information are legal documents and are intended to be used as such.  Contractor shall give an express warranty as to the accuracy, reliability, utility or completeness of the information that Contractor submits in connection with its Proposal.

8.2
Privileges and Immunities

8.2.1
Nothing in the Contract shall constitute an express or implied agreement or waiver by the GS/OAS, the S/CIP, or their personnel of their Privileges and Immunities under the OAS Charter, the laws of the United States of America, or international law.

8.2.2
Contractor is not entitled to any of the exemptions, privileges or immunities, which the GS/OAS may enjoy arising from GS/OAS status as a public international organization.

8.3
Indemnification to Third Parties for Contractor’s Negligent or Wrongful Acts

8.3.1
Contractor shall fully indemnify and hold harmless the Organization of American States, GS/OAS, and its officials, employees, agents, affiliates, successors and assigns from and against: (i) all claims, damages, actions, liabilities, losses, fines and penalties, and expenses, including but not limited to attorneys' fees, arising out of or resulting from Contractor’s negligence or deliberate wrongful acts in relation to this Contract, and (ii) worker compensation claims and actions presented by Contractor’s employees and agents. 

8.3.2
GS/OAS shall notify Contractor as soon as reasonably practicable after any claim covered by this Section is made against it or, with respect to any such claim made against any other person or identity entitled to indemnification under the Contract, within a reasonably practicable time after having been notified of that claim.

8.3.3
Contractor is liable to GS/OAS and shall indemnify GS/OAS for losses to GS/OAS’ property sustained through any acts committed by Contractor's employees, agents, and/or subcontractors acting alone or in collusion. Such acts include, but are not limited to, actual destruction, disappearance, or wrongful abstraction of property, money, or securities.

8.3.4
The provisions of this Section shall not be so construed as to affect any waiver of subrogation rights on the part of any insurance company, as provided in any policy of insurance covering GS/OAS. 

8.3.5
It is also understood by Contractor that Contractor is not entitled to any of the exemptions or immunities which GS/OAS may enjoy in its character as a public international organization.

8.4
Due Diligence and Information on the Contract


By submitting a Proposal, the Bidder represents and warrants that it has studied and is thoroughly familiarized with the requirements and specifications of the Contract in their entirety.  This includes familiarity with the Contract Documents attached to the RFP, with all current equipment, labor, material market conditions, and with applicable laws, such that the Bidder accepts responsibility for and is prepared to execute and shall completely fulfill all obligations under the Contract. The Bidder also accepts that it will not make any claim for or have any right to damages because of any misinterpretation or misunderstanding of the Contract, or because of any information which is known or should have been known to the Bidder.

8.5
Insurance

8.5.1
For the duration of the Contract, Contractor shall purchase and maintain in a company or companies, to which the GS/OAS has no reasonable objection, such insurance as will protect the Contractor, the GS/OAS, and the OAS, from claims set forth below, which may arise from operations under this Contract by Contractor or by a subcontractor of Contractor or by anyone directly or indirectly employed by any of them, or by anyone for whose acts they may be liable. Contractor is required to carry insurance with limits equal to or greater than those set forth in the Table below:

	Commercial General Liability
	$1,000,000 Personal/Bodily Injury

	
	$1,000,000 Each Occurrence

	
	$2,000,000 Products/Completed Operations Aggregate

	
	$2,000,000 General Aggregate, per premises aggregate 

	Business Automobile
	$1,000,000 Each Accident

	Worker's Compensation
	Statutory Limits or $500,000, whichever is greater, based on the benefits levels of the deemed state of hire

	Employer's Liability
	$1,000,000 Bodily Injury by Accident Per Employee

	
	$1,000,000 Bodily Injury by Disease Per Employee

	
	$1,000,000 Bodily Injury by Disease Policy Limit

	Umbrella/Excess Liability
	$ 4,000,000 Each Occurrence.

	
	 $4,000,000 Aggregate, per Project.


8.5.2
Contractor shall name the GS/OAS as an additional insured under such policies, and shall provide the GS/OAS with a certificate evidencing the above insurance coverage. 

8.5.3
Contractor shall require all subcontractors to have insurance having the same or similar coverage as that specified above in paragraph 8.5.1. Contractor is required to provide GS/OAS with proof of those insurance policies on request.

8.5.4

Contractor’s liability insurance shall include contractual liability insurance sufficient to cover Contractor’s obligations under paragraph 8.5.1, above.
8.6
Other Contractual Terms and Conditions
8.6.1
Appendix 2 of this RFP contains the Contractual Terms and Conditions of GS/OAS’ standard Performance Contract (CPR).  

8.6.2
By submitting a Bid Proposal, Contractor’s firm fully accepts all of the terms and conditions set out in Annex 2, unless otherwise specifically stated to the contrary in Contractor’s Bid Proposal. The GS/OAS shall assume that your company fully accepts all of the contract provisions, unless otherwise specifically stated to the contrary in your Bid Proposal.
APPENDIX 1
TERMS OF REFERENCE

MARITIME SECURITY PROGRAM:

PORT SECURITY ASSESSMENT AND TRAINING PROJECT IN 

MEXICO, COLOMBIA AND PERU 

1. The Project
1.1
CICTE intends to establish a three (3) stage project (the “Project”) in Mexico, Colombia and Peru by means of contracts with firms qualified in port assessment and training.  

1.2
The goal of the Project is to strengthen security at selected port facilities in Mexico, Colombia and Peru. Recognizing that Mexico, Colombia and Peru’s ports are already International Maritime Organization/International Ship and Port Facility Security Code (IMO/ISPS) compliant, the Contractor shall utilize the ISPS Code as the basic framework for the assessments in order to evaluate the current security plans and procedures, but shall give particular emphasis to the areas of access controls, passengers and cargo security, crisis management capabilities, law enforcement and security vulnerabilities within cruise ships and cargo terminals.

1.3
The Project shall consist of port security and training needs assessments in six (6) selected port facilities of Mexico, Colombia and Peru, followed by the delivery of focused, tailored training for selected personnel of each of the port facilities for which assessments were performed. Said training shall have emphasis on access controls, passenger and cargo security, customs controls, including security procedures, crisis management capabilities, and security awareness in general.

1.4 
The first stage of the Project shall consist of the assessment of:


1.4.1
The port of Manzanillo in Mexico; 


1.4.2
The port of Coatzacoalcos in Mexico;


1.4.3
The port of Cozumel in Mexico (cruise ship terminals); 

1.4.4
The port of Los Cabos in Mexico (cruise ship terminals);
1.4.5
The port of Buenaventura in Colombia; and,
1.4.6
The port of El Callao in Peru.

1.5
Although the ISPS Code shall be considered while conducting the assessments, the Contractor should not give equal weight to all aspects of the Code.  The assessments shall focus on the evaluation of the port security plans -if they are made available by the respective port authorities, and on the security within the port facilities themselves.  The Contractor shall review all the port facility security plans that are related to the security of the cruise ship and cargo terminals, not just the cruise ship and cargo terminals security plans. Primary attention shall be paid to access control vulnerabilities -with particular and detailed emphasis on security vulnerabilities affecting the cruise ships terminals- and appropriate mitigation strategies.  Ship security, while not the major focus of this assessment, shall be taken into account by addressing relevant aspects of the ship-port interface related to each port facility’s security, especially at cruise ships terminals.

1.6
The port security assessment reports shall include a thorough training needs analysis, identifying the subjects that should be covered to achieve the goal of developing and improving maritime security, counter-terrorism and law enforcement capabilities in the six (6) ports of Mexico, Colombia and Peru mentioned in subparagraphs 1.4.1, 1.4.2, 1.4.3, 1.4.4, 1.4.5 and 1.4.6 above, addressing also in detail the security training needs of the cruise ship terminals mentioned in subparagraphs 1.4.3 and 1.4.4 above. 

1.7
After concluding the assessments, the Contractor shall deliver to CICTE three (3) detailed Port Security Assessment Reports – one per each country (Mexico, Colombia and Peru) on the six (6) ports named in paragraph 1.4, above. 
1.8
The Port Security Assessment Reports shall include:

1.8.1
An introduction, background and general description of the work and methodology of the Contractor’s team;


1.8.2
A port security assessment of the six (6) selected port facilities, terminals and harbors named in paragraph 1.4, above, according to the criteria established in paragraphs 1.2 to 1.7, above, emphasizing the evaluation of the areas of access controls, law enforcement and security vulnerabilities that may affect passenger and/or cargo security (within both cargo and cruise ships terminals), and appropriate mitigation strategies; and

1.8.3
A thorough and detailed assessment of training needs, that shall identify the port facility security training deficiencies, explain the rationale for the recommended training, and provide detailed plans for addressing the identified training deficiencies.  

1.9
The Contractor shall also submit a detailed description of the training recommended as a result of the assessments.  Practical/hands-on training shall be the core of the training plans and, as part of its report to CICTE, the Contractor should detail the objectives, methodology and timetable for delivery of the potential training sessions. The lesson plans or contents of the recommended training sessions shall be provided to CICTE prior to the start of the actual training.  

1.10
Once the assessment reports and training plans are approved by CICTE, the second stage of the Project will begin. This phase will consist of the delivery of tailored and practical training sessions for selected personnel from the six (6) ports.

1.11
The Contractor is also expected to provide CICTE with three (3) Final Reports – one per country - that shall include the description, objectives and target audiences of the training sessions conducted, the results of the pre and post-training tests referred to in paragraph 2.2.9, the lists of participants, and final conclusions and recommendations. 

1.12
In the course of executing this project, the Contractor is expected to maintain close contact with the CICTE Project Manager.

2. Scope of Work

The Port Security Assessment and Training Project in Mexico, Colombia and Peru requires the successful completion of the following three (3) tasks:

2.1
Task 1.
Assessment of physical security systems and procedures within the port facilities, and port security training needs analysis. 

For the first stage of the Project, the Contractor shall carry out the port security and training needs assessment of the ports and terminals named in paragraph 1.4, above.

2.1.1
The assessment shall consist of an evaluation of the following, including identifying areas of vulnerability for training purposes:

a. Port facility security plans, policies, procedures, administrative practices, audit and inspection procedures and government oversight of the processes; 

b. Port State Controls: how the information related to the ships coming into the ports is received, organized and put together, in order to exercise an adequate control;  

c. Physical security and access controls, including:


(1) 
Access controls for port personnel, truck drivers, and visitors;


(2) 
Badging/identification procedures and systems;

(3) Vehicle identification, searches and inspections, screening, and port entry/exit log;

(4) Recognition of suspicious behavior;

(5) Crowd management and control techniques;

(6) Control of restricted areas;

(7) Intrusion detection; 

(8) Fences and gates; and,

(9) Lighting.

d.
The manner in which security guards, customs and other law enforcement officials perform their duties within the port facilities; 

e.
Critical infrastructure; 

f.
Cargo controls, including customs procedures and the job performance of customs officers;  
g.
Handling of unaccompanied baggage; 
h.
Delivery of ship stores;

i.
Screening techniques;

j.
Passenger/crew security systems; 

k.
Security awareness; and

l.
Crisis/consequence management capabilities. 

Subparagraph 2.1.1 d., above, addresses tasks that are central to what the assessment should cover.  The manner in which the officials responsible for security at the ports perform their duties should receive careful attention.  Access controls are critical in a port environment and the work of these officials is pivotal in determining the adequacy of security at the ports. Therefore the same principle applies to security guards, customs and other law enforcement officials performing their jobs within the port facilities: the objective is to assess how they perform their assigned duties, responsibilities and procedures specifically related to access controls, law enforcement and security vulnerabilities within the port facilities: control of cargo, containers, passengers, crews and people, access controls to the port facilities including restricted areas, handling of cargo and unaccompanied baggage and delivery of ship stores.

In regards to subparagraph 2.1.1 f., above, “Cargo controls, including customs procedures”, the security assessment and training needs analysis shall evaluate the knowledge, efficiency and proficiency of the customs inspection personnel responsible for the examination of cargo and passengers crossing international borders. In addition, inspection personnel shall be evaluated for their capabilities in the detection and identification of contraband related to security matters, such as narcotics and controlled substances, weapons of mass destruction/effect, other weapons, and potential human trafficking. This section of the assessment will evaluate:

f.1. 
The Customs officers’ performance as border protectors and the strength of principal law enforcement at the border;

f.2. 
The Customs officers’ knowledge of various international efforts to increase Port Security, such as the Customs -Trade Partnership against Terrorism (C-TPAT), the Container Security Initiative (CSI), the International Ship and Port Facility Security Code of the International Maritime Organization  (ISPS/IMO), the World Customs Organization (WCO) Framework; and the U.S Maritime Transportation Security Act (MTSA).

f.3. 
Whether the cargo security strategy at the selected ports includes a “layered security” approach, and incorporates the principles of the WCO Framework emphasizing the need to include all stakeholders in the strategy (port authorities, vessel operators, Coast Guard, Customs and other Law Enforcement/Regulatory agencies, freight forwarders, etc.);

f.4. 
The existing conditions as measured against published international standards (ISPS/WCO, etc.), and appropriate recommendations for improvements;

f.5. 
Risk Management and Effective Targeting, including the existence and effectiveness of a Risk Management program for passengers, cargo processing and cargo examinations; 

f.6. 
Conveyance, cargo inspection and passenger inspection techniques; 

f.7. 
Container inspection security. Identification of contraband through the seven (7) point container inspection process, as the recommended approach by the US Customs and Border Protection (CBP) and the C-TPAT for correctly inspecting containers. Non-intrusive (X-Rays) container inspection capacities and training needs; and, 

f.8. 
Control of chemicals coming through ports (prevention of diversion, safety and security of the port, and safe handling and testing).

Subparagraph 2.1.1 f. does not call for an assessment of the performance of Customs in classifying goods, assessing tariffs and/or ensuring documentation needed for the movement of cargo.  This task would be beyond the intended scope of the Request for Proposal. Rather GS/OAS/CICTE is interested in how Customs officers perform their assigned duties as they relate more specifically to the inspection of cargo, containers and persons. Procedures, job performance, adequacy of training and other considerations as they relate to security are relevant. Cargo documentation is relevant only as it relates to cargo and container security. The assessment requested through subparagraphs f.2, f.3, f.4 and f.5, are requested to assess the knowledge and conditions that will be the basis for future projects, but are not related to the narrower objective or the training to be delivered through this project, which will be focused in how Customs officers perform their assigned law enforcement-related duties, as the inspection of cargo and persons (f.1, f.6, f.7 and f.8).

2.1.2
The scope of this assessment task encompasses the evaluation of the points mentioned above and covers the areas mentioned below, for the six (6) selected ports and terminals named in paragraph 1.4, above:

a. Public/private terminals, with particular emphasis on cruise ship terminals;

b. Common areas under the jurisdiction of the port; 

c. Special areas including ferry and tourist facilities;

d. Shipyards and dry docks;

e. Outside roads and staging areas near the port;

f.
All docks and waiting areas including those outside the port, within entrance channels, and at all terminals and facilities; and, 

g.
Other areas in and adjacent to the port considered to be security risks (e.g. malls, post offices, vendor’s booths, etc.).

2.1.3
The assessment shall also prioritize the identified risks and port facility security vulnerabilities. Significant attention should be paid to access controls, law enforcement and security vulnerabilities within the port facilities named in paragraph 1.4 above that  may affect passenger and/or cargo security, and appropriate mitigation strategies.

2.2
Task 2.  Delivery of training tailored to the results of the training needs assessment. 

2.2.1
The Contractor will meet with and interview appropriate government officials, port authority officials, port facility security officers (PFSOs), security managers and supervisors, response personnel, law enforcement officials and others with a stake in port facility security to determine training deficiencies and needs.

2.2.2
The Contractor will provide a list of required and recommended training courses to address the identified training needs. Training shall be focused on strengthening access controls to the port facilities including restricted areas, vehicles searches and inspections, recognition of suspicious behavior, handling of cargo and unaccompanied baggage, and delivery of ship stores.  It shall also focus on cargo and container security and inspections, law enforcement, security personnel and customs responsibilities and procedures, interagency coordination related training, contingency planning and Crisis Management Table-top exercises.

2.2.3
Training sessions to be delivered will be determined by CICTE, based on the results of the assessments and evaluation discussions with the Contractor. 

2.2.4
The Contractor shall plan to conduct six (6) Crisis Management/ISPS Code Compliant table-top Security Exercises (CME) – three (3) days each - at each of the following ports: the ports of Manzanillo and Coatzacoalcos in Mexico (both of which should be related to an incident in its cargo terminals); the cruise ships terminals of Cozumel y Los Cabos in Mexico (where the simulated incidents should be related to the cruise ships activity); the port of Buenaventura in Colombia, and the port of El Callao in Peru (where the it should be related to an incident in its cargo terminals). The Contractor shall make all effort and necessary coordination with the Mexican Port Authorities in Cozumel and Los Cabos, and with cruise lines for their participation in the Exercises, if possible. These simulated, theoretical, and classroom exercises shall involve government officials (especially representatives of Ministries related to Security, Tourism, Health and Transportation), port authority officials, ISPS Code Coordinator, PFSOs, security managers, supervisors, first responders, police, cruise line ship representatives and any other entity with a stake in the security of the cargo and cruise ship terminals in particular, and the corresponding port facility in general.

2.2.5
The objectives of the Crisis Management/ISPS Code Compliant table-top Security Exercises include:

a.
Ascertaining the roles and responsibilities of each participating government agency, port facility authorities/operators, and the cruise line representatives; and to coordinate all response activities and available resources under the given objectives and scenario;

b.
Establishing an Incident Command System that will integrate the capabilities of the different government agencies, the port facility operator, and the cruise line;

c.
Ascertaining the establishment of initial response priorities;

d.
Discussing the four phases of Emergency Planning: Preparedness, Response, Recovery and Mitigation;

e.
Testing the major functional elements of the Port Facility Security Plans (PFSP);

f.
Recognizing the need to conduct a vulnerability analysis to identify potential emergencies; and,

g.
Conducting a debriefing of the exercise, including a review of the response actions, conclusions and recommendations. 

2.2.6
Different training courses in each port may be conducted simultaneously to maximize the training delivered each week. 
2.2.7
The recommended training proposals shall include a description of the contents and objectives of each type of training.  Access controls, passenger security and container inspection security training related to the areas and topics listed in subparagraphs 2.1.1 c. to 2.1.1 l., shall be key parts of the training proposal. The training plan shall specifically address port facility law enforcement procedures for security guards and customs officials, including how to search people, bags, containers, trucks and other vehicles, and how to identify and recognize suspicious circumstances, articles, and people. A copy of the materials and hand-outs to be used during all the training sessions shall be provided in advance, prior to the commencement of the training sessions or courses, to CICTE.
2.2.8
CICTE wants this project to have a multiplier effect, so that the training can be replicated through the persons who will be trained under the initial training program. Therefore, the different types of training to be provided by the Contractor shall be supplemented with train-the-trainer modules for selected officials or supervisors.  Train-the-trainer modules will not teach "how to teach" - e.g.: power point and other teaching tools, and techniques on how to stand before the audience etc - but how to perform the specific tasks, inspections and procedures that the officials should know with respect to their port security and access controls responsibilities.
2.2.9
Hands-on training shall be the core of the Project. This emphasis shall prioritise field hours training over class hours training.  Theoretical and hours of classroom should be minimized whenever possible, except when there is no substitute for them (e.g.: Crisis Management table-top Exercises, Incident Management System courses, etc). CICTE would like to discourage the use of seminar format for the training sessions. Drills and exercises are expected to play an important role as part of the training proposal.
2.2.8
The training needs assessment shall also address whether PFSO training is needed or not. If needed, PFSO training shall adhere to the defined minimum IMO requirements; however, parts of the course shall directly address –depending on the port of reference- Mexico’s, Colombia’s or Peru’s needs and/or concerns.
2.2.9
Main sessions of training shall include a pre and post-training test of at least twenty (20) questions, for the purposes of allowing CICTE to evaluate the initial impact and effectiveness of the training program and the improvement of the beneficiary participants. 
2.2.10
The Contractor shall provide to CICTE -as part of the bid- a comprehensive resume of the trainers that will conduct each of the training sessions detailed in paragraph 4.4 below.
2.2.11
It shall be the responsibility of the Contractor to provide any equipment necessary to conduct the training and to work with the host government to identify training sites. Such equipment shall include at least two (2) new Hand Held Truck Inspection Mirrors with extensions (for inspecting on top of semi-trailers or rail cars, buses or automobiles) and mounted flashlights, for each port, to be used for the training on vehicle inspections for contraband, guns and/or explosives. These Vehicle Inspection Mirrors (VIMs) are to be left as property of the port authority of each port at the end of the training. The cost of each of these VIMs shall not exceed the amount of two hundred fifty US dollars (US$250.00) each, and the cost of these tools shall be included as part of the bidding proposal cost.  The Contractor shall provide along with the Final Reports, a brief report on the delivery of the VIMs stating: the model and description of the VIMs provided and who received them within each port, signed by both the recipient and the Contractor representative, and attaching a copy of the correspondent invoice/s.

2.2.12
It shall also be the responsibility of the Contractor to ensure that the necessary coordination is done with the host government, to enable each training session to be fully attended. The Contractor must plan and deliver the training program in a manner that does not adversely affect ongoing port operations.

2.2.13
The Contractor shall also make the necessary coordination with the host country authorities to request and ensure that there will be at least three (3) vehicles available for the vehicle search and inspection training referred to above.

2.3
Task 3.  Follow-up Evaluation

2.3.1
Four (4) months after the training is completed, the Contractor shall return to the ports where the security assessments and follow-up training were conducted and perform a Follow-up Evaluation to ascertain if the training was successful, if it had any impact on the manner the trainees perform their duties, to measure the rate of retention of trained staff, and to determine if there has been any significant improvement to the maritime security.

2.3.2
One (1) month before the Follow-up Evaluation the Contractor shall submit a Work Plan to CICTE that shall include:

a.
A description of the methodology to be used for the evaluation. This methodology should directly link the desired results to the training performed; 

b.
The identified specific indicators that shall be used to measure progress towards the attainment of results. The Contractor shall also identify the sources of information (managers, documentation etc) that will facilitate the evaluation of expected results.

c.
A framework to conduct the evaluation, including questions to be answered, performance indicators, source of information and methodology used to collect the information.

3.
Deliverables and Reports  

3.1
Reports and deliverables shall be submitted in accordance with the Scope of Work set out in Section 2, above, and shall include:


3.1.1
Plan of Action and Milestones: The Contractor shall meet and discuss with CICTE all plans of action, milestones and due dates detailed in paragraphs 3.1.2 to 3.1.8, below, prior to implementation. 


3.1.2
Milestones:
a. Completion of the Port Security and Training Needs Assessments.

b. Delivery of the Port Security and Training Needs Assessment Draft Reports. 

c. Delivery of the Port Security and Training Needs Assessment Final Reports.
d. Delivery of the approved training sessions and courses. 
e. Final Reports upon completion of all training sessions and courses.
f. Delivery of a Work Plan for the Follow-up Evaluation.  
g.
Delivery of the Evaluation Reports upon completion of the Follow-up Evaluation.

3.1.3
Port Security and Training Needs Assessments: The visit to Mexico, Colombia and Peru to conduct the port security and training needs assessments shall be carried out within forty-five (45) days after award of the Contract.


3.1.4
The Contractor shall submit to CICTE independent and separate Reports per country. 

3.1.5
Port Security and Training Needs Assessment Draft Reports: The Contractor shall submit a draft version of its Port Security and Training Needs Assessment Draft Reports (including the follow-on training proposals according to paragraph 2.2. above) for review and comment by CICTE within twenty (20) days of completion of the visit to Mexico, Colombia and Peru referred to in paragraph 3.1.3, above.

3.1.6
Port Security and Training Needs Final Assessment Reports: The Contractor shall complete the Port Security and Training Needs Final Assessment Reports within fifteen (15) days of receipt of GS/OAS/CICTE’s comments.

3.1.7
Training sessions and courses:  

a)
For the purpose of the bidding the Contractor shall present plans and detailed budgets for the following options: 

Option (1):
to deliver a total of three hundred seventy two (372) days of training, as follows: 

· Seventy-two (72) days of training in the port of Manzanillo,(Mexico);

· Seventy-two (72) days of training in the port of Coatzacoalcos (Mexico); 

· Forty-two (42) days of training in the cruise ships terminals in Cozumel (Mexico); 

· Forty-two (42) days of training in the cruise ships terminals in Los Cabos (Mexico); 

· Seventy-two (72) days of training in the port of Buenaventura (Colombia); and’ 

· Seventy-two (72) days of training in the port of El Callao (Peru).

Option (2):
to deliver a total of two hundred sixty four (264) days of training, as follows: 

· Forty-eight (48) days of training in the port of Manzanillo (Mexico);

· Forty-eight (48) days of training in the port of Coatzacoalcos (Mexico); 

· Thirty-six (36) days of training in the cruise ships terminals in Cozumel (Mexico); 

· Thirty-six (36) days of training in the cruise ships terminals in Los Cabos (Mexico); 

· Forty-eight (48) days of training in the port of Buenaventura (Colombia); and’ 

· Forty-eight (48) days of training in the port of El Callao (Peru).

b) 
A day of training is defined as one person working for eight (8) hours. The Contractor is expected to use at least two (2) trainers per training course.

c)
The Contractor shall deliver the approved training sessions within one hundred twenty (120) days after completion of the Final Assessment Reports.  


3.1.8
Final Reports: Upon completion of all training sessions and courses, the Contractor shall provide CICTE with a Final Report for each country – Mexico, Colombia and Peru- that shall document the work performed by the Contractor. The Final Reports shall include the methodology used, an executive summary, summaries of the courses delivered, the names and total numbers of personnel trained at each session at each port, pre and post-training test scores, a written narrative of training activities including any significant activities, discoveries and problems encountered during the practical exercises. In addition, the Final Reports shall include conclusions and a list of recommendations for on-going activities and/or additional training for the consideration of the host government to further the lessons learned during the training program. The Final Reports shall be due twenty (20) days after the approved training sessions and/or courses are completed.  Once received and approved, CICTE will present each report to the appropriate authorities of the governments of Mexico, Colombia and Peru.

3.1.9
Evaluation Work Plan: One (1) month before the Follow-up Evaluation the Contractor shall submit a Work Plan to CICTE, according to paragraph 2.3.2 above.

3.1.10 
Evaluation Report: Within fourteen (14) days of completion of the evaluation (Stage 3 of the Project), the Contractor shall submit to CICTE an Evaluation Report per country detailing the findings of the evaluation, with conclusions and recommendations.

3.1.11
Incident Report:  The Contractor shall report immediately to the CICTE Program Manager any incidents, conditions and circumstances considered by the Contractor to be detrimental to the Project and the objectives of the Scope of Work in Section 2.  All such incidents shall be subsequently documented in a progress report.

4.
Proposal Instructions 
4.1 
If the Bidder plans to perform the work with subcontractors and/or in joint venture with other firms, the technical proposal should address the interrelationship of the firms and how potential inefficiencies such as organization, communications, and process can be avoided. If the form of a joint venture is considered to submit a proposal, the technical proposal should additionally address joint and several liabilities for all partners.
4.2
Bidders shall provide a comprehensive resume of the trainers that will conduct the recommended training. The Contractor shall identify, to the best of its knowledge, which trainer will conduct each of the training sessions.

4.3
For the purpose of the bidding, the Contractor shall present plans and budgets for the two (2) options established in paragraph 3.1.7: three hundred seventy two (372) days of training (Option 1), and two hundred sixty four (264) days of training (Option 2) respectively. The days allocated for the Crisis Management Exercises will be considered as one component of the total number of days proposed for the training. A “day of training” is defined as one trainer working for eight (8) hours. The Contractor is expected to use at least two (2) trainers simultaneously per training course.

4.4
For the purpose of the bidding, the training to be proposed shall include the following sessions or courses: 


For Option 1: Three hundred seventy two (372) days of training, as follows:


4.4.1
For the port of Buenaventura (Colombia):

a. Maritime Domain Awareness: To increase awareness on the effective understanding of anything associated with the maritime domain that could impact the security, safety, economy or environment of the country. Detection and monitoring of maritime related activities through accurate information, surveillance, and reconnaissance of vessels, cargo and people.  Access and maintain data of vessels, facilities, and infrastructure. Collect, fuse, analyze and provide information to decision makers authorities. Persistent monitor in the maritime domain of vessels and crafts, cargo, vessels crews and passengers. Boarding and inspections (2 training days);
b. Port State Control: How the information related to the ships coming into the ports is received, organized and put together, in order to exercise an adequate control in support to the Maritime Domain Awareness concept.  Vessel targeting (information from Advance Notice of Arrivals, AIS, agent input) to better allocate and maximize resources (4 training days); 

c.
Access control drills for port facility security guards (including vehicle search and inspections; techniques to circumvent security measures, access control and barriers).  Means of routine "quality checking" of security practices should be provided by the Contractor to both the National Port Authority and the Port Security to contribute to the give a sense of how skills and procedures should be maintained over time (10 training days);
d
Container inspection security. Seven (7) point container inspection process (6 training days);

e.
Customs Intelligence Analyst training course: Theoretical and practical exercises, to provide potential intelligence analysts of the Customs Department with the knowledge and skills to support operational Customs security related work, with the knowledge and understanding of the Intelligence cycle (10 training days);

f.
Surveillance training course: To provide Customs personnel at the managerial and operational level with an introduction to the basic skills required to successfully conduct surveillance operations (10 training days);
g.
Non intrusive container inspection or X-Rays (2 training days);
h. 
Recognition of suspicious behaviour (4training days); 

i.
Incident Command System (ICS) training: ICS staffing and organization to include: reporting and working relationships and information flow; transfer of Command; Unified Command functions in a multilateral-jurisdictional and multi-agency incident; Resource Management; Interagency mission planning and procurement (10 training days);  

j.
Contingency Planning/Preparedness: How to develop contingency plans for prevention and responses (4 training days);

k. 
Marine Recovery and Restoration Strategy: Due to the strategic and unique physical location of Buenaventura (single bridge as a gateway in and out of the port) the port would greatly benefit in developing a recovery and restoration strategic plan. (4 training days);
l.
Crisis Management table-top Exercise (6 training days). 

4.4.2
For the ports of Manzanillo and Coatzacoalcos (Mexico):  

a.
Maritime Domain Awareness: To increase awareness on the effective understanding of anything associated with the maritime domain that could impact the security, safety, economy or environment of the country.  Detection and monitoring of maritime related activities through accurate information, surveillance, and reconnaissance of vessels, cargo and people.  Access and maintain data of vessels, facilities, and infrastructure. Collect, fuse, analyze and provide information to decision makers authorities. Persistent monitor in the maritime domain of vessels and crafts, cargo, vessels crews and passengers.  Boarding and inspections (2 training days);
b. Port State Control: How the information related to the ships coming into the ports is received, organized and put together, in order to exercise an adequate control in support to the Maritime Domain Awareness concept. Vessel targeting (information from Advance Notice of Arrivals, AIS, agent input) to better allocate and maximize resources (4 training days); 

c.
Access control drills for port facility security guards (including vehicle search and inspections; techniques to circumvent security measures, access control and barriers). Means of routine "quality checking" of security practices should be provided by the Contractor to both the National Port Authority and the Port Security to contribute to the give a sense of how skills and procedures should be maintained over time (10 training days);
d.
Container inspection security. Seven (7) point container inspection process (6 training days);

e.
Customs Intelligence Analyst training course: Theoretical and practical exercises, to provide potential intelligence analysts of the Customs Department with the knowledge and skills to support operational Customs security related work, with the knowledge and understanding of the Intelligence cycle (10 training days);

f.
Surveillance training course: To provide Customs personnel at the managerial and operational level with an introduction to the basic skills required to successfully conduct surveillance operations (10 training days);
g.
Non intrusive container inspection or X-Rays (2 training days);
h.
Recognition of suspicious behaviour (4training days); 

i.
How to respond to a radiological threat (4 training days); 

j.
Incident Command System (ICS) training: ICS staffing and organization to include: reporting and working relationships and information flow; transfer of Command; Unified Command functions in a multilateral-jurisdictional and multi-agency incident; Resource Management; Interagency mission planning and procurement (10 training days);  

k.
Contingency Planning/Preparedness: How to develop contingency plans for prevention and responses (4 training days);

l.
Crisis Management table-top Exercise (6 training days) 


4.4.3
For the port of El Callao (Peru): 

a.
Maritime Domain Awareness: To increase awareness on the effective understanding of anything associated with the maritime domain that could impact the security, safety, economy or environment of the country. Detection and monitoring of maritime related activities through accurate information, surveillance, and reconnaissance of vessels, cargo and people.  Access and maintain data of vessels, facilities, and infrastructure. Collect, fuse, analyze and provide information to decision makers authorities. Persistent monitor in the maritime domain of vessels and crafts, cargo, vessels crews and passengers. Boarding and inspections (2 training days);
b.
Port State Control: How the information related to the ships coming into the ports is received, organized and put together, in order to exercise an adequate control in support to the Maritime Domain Awareness concept. Vessel targeting (information from Advance Notice of Arrivals, AIS, agent input) to better allocate and maximize resources (4 training days); 

c.
Access control drills for port facility security guards (including vehicle search and inspections; techniques to circumvent security measures, access control and barriers). Means of routine "quality checking" of security practices should be provided by the Contractor to both the National Port Authority and the Port Security to contribute to the give a sense of how skills and procedures should be maintained over time (10 training days);
d.
Container inspection security. Seven (7) point container inspection process (6 training days);

e.
Customs Intelligence Analyst training course: Theoretical and practical exercises, to provide potential intelligence analysts of the Customs Department with the knowledge and skills to support operational Customs security related work, with the knowledge and understanding of the Intelligence cycle (10 training days);

f.
Surveillance training course: To provide Customs personnel at the managerial and operational level with an introduction to the basic skills required to successfully conduct surveillance operations (10 training days);
g.
Non intrusive container inspection or X-Rays (2 training days);
h.
Recognition of suspicious behaviour (4training days); 

i.
How to respond to a radiological threat (4 training days); 

j.
Incident Command System (ICS) training: ICS staffing and organization to include: reporting and working relationships and information flow; transfer of Command; Unified Command functions in a multilateral-jurisdictional and multi-agency incident; Resource Management; Interagency mission planning and procurement (10 training days);  

k.
Contingency Planning/Preparedness: How to develop contingency plans for prevention and responses (4 training days);

l.
Crisis Management table-top Exercise (6 training days) 


4.4.4
For the ports of Cozumel and Los Cabos (Mexico):  

a.
Maritime Domain Awareness: To increase awareness on the effective understanding of anything associated with the maritime domain that could impact the security, safety, economy or environment of the country. Detection and monitoring of maritime related activities through accurate information, surveillance, and reconnaissance of vessels, cargo and people.  Access and maintain data of vessels, facilities, and infrastructure.  Collect, fuse, analyze and provide information to decision makers authorities.  Persistent monitor in the maritime domain of vessels and crafts, cargo, vessels crews and passengers.  Boarding and inspections (2 training days);
b.
Port State Control: How the information related to the ships coming into the ports is received, organized and put together, in order to exercise an adequate control in support to the Maritime Domain Awareness concept.  Vessel targeting (information from Advance Notice of Arrivals, AIS, agent input) to better allocate and maximize resources (4 training days); 

c.
Access control drills for port facility security guards (including vehicle search and inspections; techniques to circumvent security measures, access control and barriers). Means of routine "quality checking" of security practices should be provided by the Contractor to both the National Port Authority and the Port Security to contribute to the give a sense of how skills and procedures should be maintained over time (10 training days);
d.
Recognition of suspicious behaviour (4training days); 

e.
How to respond to a radiological threat (2 training days); 

f.
Incident Command System (ICS) training: ICS staffing and organization to include: reporting and working relationships and information flow; transfer of Command; Unified Command functions in a multilateral-jurisdictional and multi-agency incident; Resource Management; Interagency mission planning and procurement (10 training days);  

g.
Contingency Planning/Preparedness: How to develop contingency plans for prevention and responses (4 training days);

h.
Crisis Management table-top Exercise (6 training days) 


For Option 2: two hundred sixty four (264) days of training, as follows:


4.4.5
For the port of Buenaventura (Colombia);

a.
Maritime Domain Awareness: To increase awareness on the effective understanding of anything associated with the maritime domain that could impact the security, safety, economy or environment of the country. Detection and monitoring of maritime related activities through accurate information, surveillance, and reconnaissance of vessels, cargo and people. Access and maintain data of vessels, facilities, and infrastructure. Collect, fuse, analyze and provide information to decision makers authorities. Persistent monitor in the maritime domain of vessels and crafts, cargo, vessels crews and passengers. Boarding and inspections (2 training days);
b.
Port State Control: How the information related to the ships coming into the ports is received, organized and put together, in order to exercise an adequate control in support to the Maritime Domain Awareness concept. Vessel targeting (information from Advance Notice of Arrivals, AIS, agent input) to better allocate and maximize resources (4 training days); 

c.
Access control drills for port facility security guards (including vehicle search and inspections; techniques to circumvent security measures, access control and barriers). Means of routine "quality checking" of security practices should be provided by the Contractor to both the National Port Authority and the Port Security to contribute to the give a sense of how skills and procedures should be maintained over time (10 training days);
d
Container inspection security. Seven (7) point container inspection process (6 training days);
e.
Non intrusive container inspection or X-Rays (2 training days);
f. 
Recognition of suspicious behaviour (4training days); 

g.
Incident Command System (ICS) training: ICS staffing and organization to include: reporting and working relationships and information flow; transfer of Command; Unified Command functions in a multilateral-jurisdictional and multi-agency incident; Resource Management; Interagency mission planning and procurement (10 training days);  
h.
Marine Recovery and Restoration Strategy: Due to the strategic and unique physical location of Buenaventura (single bridge as a gateway in and out of the port) the port would greatly benefit in developing a recovery and restoration strategic plan. (4 training days);
i.
Crisis Management table-top Exercise (6 training days) 


4.4.6
For the ports of Manzanillo and Coatzacoalcos (Mexico):  

a.
Maritime Domain Awareness: To increase awareness on the effective understanding of anything associated with the maritime domain that could impact the security, safety, economy or environment of the country. Detection and monitoring of maritime related activities through accurate information, surveillance, and reconnaissance of vessels, cargo and people. Access and maintain data of vessels, facilities, and infrastructure. Collect, fuse, analyze and provide information to decision makers authorities. Persistent monitor in the maritime domain of vessels and crafts, cargo, vessels crews and passengers. Boarding and inspections (2 training days);
b.
Port State Control: How the information related to the ships coming into the ports is received, organized and put together, in order to exercise an adequate control in support to the Maritime Domain Awareness concept. Vessel targeting (information from Advance Notice of Arrivals, AIS, agent input) to better allocate and maximize resources (4 training days); 

c.
Access control drills for port facility security guards (including vehicle search and inspections; techniques to circumvent security measures, access control and barriers). Means of routine "quality checking" of security practices should be provided by the Contractor to both the National Port Authority and the Port Security to contribute to the give a sense of how skills and procedures should be maintained over time (10 training days);
d.
Container inspection security. Seven (7) point container inspection process (6 training days);
e.
Non intrusive container inspection or X-Rays (2 training days);
f.
Recognition of suspicious behaviour (4training days);

g.
How to respond to a radiological threat (4 training days);
 

h.
Incident Command System (ICS) training: ICS staffing and organization to include: reporting and working relationships and information flow; transfer of Command; Unified Command functions in a multilateral-jurisdictional and multi-agency incident; Resource Management; Interagency mission planning and procurement (10 training days);  

i.
Crisis Management table-top Exercise (6 training days) 


4.4.7
For the port of El Callao (Peru): 

a.
Maritime Domain Awareness: To increase awareness on the effective understanding of anything associated with the maritime domain that could impact the security, safety, economy or environment of the country. Detection and monitoring of maritime related activities through accurate information, surveillance, and reconnaissance of vessels, cargo and people. Access and maintain data of vessels, facilities, and infrastructure. Collect, fuse, analyze and provide information to decision makers authorities. Persistent monitor in the maritime domain of vessels and crafts, cargo, vessels crews and passengers. Boarding and inspections (2 training days);
b.
Port State Control: How the information related to the ships coming into the ports is received, organized and put together, in order to exercise an adequate control in support to the Maritime Domain Awareness concept. Vessel targeting (information from Advance Notice of Arrivals, AIS, agent input) to better allocate and maximize resources (4 training days); 

c.
Access control drills for port facility security guards (including vehicle search and inspections; techniques to circumvent security measures, access control and barriers). Means of routine "quality checking" of security practices should be provided by the Contractor to both the National Port Authority and the Port Security to contribute to the give a sense of how skills and procedures should be maintained over time (10 training days);
d.
Container inspection security. Seven (7) point container inspection process (6 training days);
e.
Non intrusive container inspection or X-Rays (2 training days);
f.
Recognition of suspicious behaviour (4training days);

g.
How to respond to a radiological threat (4 training days); 

h..
Incident Command System (ICS) training: ICS staffing and organization to include: reporting and working relationships and information flow; transfer of Command; Unified Command functions in a multilateral-jurisdictional and multi-agency incident; Resource Management; Interagency mission planning and procurement (10 training days);  

i.
Crisis Management table-top Exercise (6 training days) 


4.4.8
For the ports of Cozumel and Los Cabos (Mexico):  

a.
Maritime Domain Awareness: To increase awareness on the effective understanding of anything associated with the maritime domain that could impact the security, safety, economy or environment of the country. Detection and monitoring of maritime related activities through accurate information, surveillance, and reconnaissance of vessels, cargo and people.  Access and maintain data of vessels, facilities, and infrastructure. Collect, fuse, analyze and provide information to decision makers authorities. Persistent monitor in the maritime domain of vessels and crafts, cargo, vessels crews and passengers.  Boarding and inspections (2 training days);
b.
Port State Control: How the information related to the ships coming into the ports is received, organized and put together, in order to exercise an adequate control in support to the Maritime Domain Awareness concept. Vessel targeting (information from Advance Notice of Arrivals, AIS, agent input) to better allocate and maximize resources (4 training days); 

c.
Access control drills for port facility security guards (including vehicle search and inspections; techniques to circumvent security measures, access control and barriers). Means of routine "quality checking" of security practices should be provided by the Contractor to both the National Port Authority and the Port Security to contribute to the give a sense of how skills and procedures should be maintained over time (10 training days);
d.
Recognition of suspicious behaviour (4training days);
e.
Incident Command System (ICS) training: ICS staffing and organization to include: reporting and working relationships and information flow; transfer of Command; Unified Command functions in a multilateral-jurisdictional and multi-agency incident; Resource Management; Interagency mission planning and procurement (10 training days);  

f.
Crisis Management table-top Exercise (6 training days) 

4.4.9
The Contractor shall consult with CICTE to establish the schedule and priorities of the approved training sessions or courses to be delivered and completed.

4.4.10 The Contractor shall make the necessary coordination with the host government to schedule the training in a manner that does not adversely affect ongoing port operations.

4.5.
The Bid Proposal shall provide a clear and total final cost for the execution of the Project for each one of the two options stated in paragraphs 3.1.7 and 4.4 above. The Bid Proposal shall also specify costs separately -within each option and per each port- for each of the following:

4.5.1
The assessments costs, including a detailed cost breakdown of reports, travel and per diem, incidentals and any other costs related to the Stage 1 of the Project; 

4.5.2
The Maritime Domain Awareness and Port State Control training costs; 

4.5.3
The access control and Recognition of suspicious behavior training costs (access control related drills for security guards, including vehicle search and inspections; techniques to circumvent security measures, access control and barriers; train-the-trainer training modules, and any other recommended training); 

4.5.4
The Container security related training costs (costs of Container inspection security training, Non intrusive container inspection or X-Rays training, Customs Intelligence Analyst training course and Surveillance training course should be specified separately each one from the other);

4.5.5
The Incident Command System (ICS) training costs;

4.5.6
The Contingency Planning/Preparedness training costs;   

4.5.7
The Crisis Management Table-top Exercises (CME) training costs; 

4.5.8
The Marine Recovery and Restoration Strategy training cost; 

4.5.9
The cost of any other proposed training deemed necessary; 

4.5.10
The travel, per diem, incidentals, Final Report and any other costs related to the Stage 2 of the Project.

4.5.11
Stage 3: The travel, per diem, incidentals, Evaluation Reports and any other costs related to the Stage 3 of the Project (Follow-up Evaluation) as outlined in Section 2.3 and subsequent paragraphs 2.3.1 and 2.3.2. 

APPENDIX 2
CONTRACTUAL TERMS AND CONDITIONS

1. Contractor is neither an employee nor a staff member of GS/OAS and is not entitled to any of the rights, benefits, and emoluments of GS/OAS staff members.

2. Contractor undertakes to perform Contractor’s functions under this Contract and to regulate Contractor’s conduct in conformity with the nature, purposes, and interests of the GS/OAS.   Contractor shall complete the Work in accordance with the highest professional standards and shall conform to all governmental pertinent laws and regulations.

3. Contractor accepts full legal responsibility for the Work, including all liability for any damages or claims arising from it, and agrees to hold GS/OAS and its staff members harmless from all such damages or claims.  Contractor shall provide certificates of insurance coverage as GS/OAS may require for proof of ability to cover such liability.

4. Contractor does not legally represent GS/OAS, shall not hold himself out as having such powers of representation, and shall not sign commitments binding GS/OAS.
5. 
Contractor shall not have any title, copyright, patent, or other proprietary rights in any Work furnished under this Contract.  All such rights shall lie with GS/OAS. At the request of GS/OAS, the Contractor shall assist in securing the intellectual property rights produced under this Contract and in transferring them to GS/OAS.
6.
All information (including files, documents, and electronic data, regardless of the media it is in) belonging to GS/OAS and used by Contractor in the performance of this Contract shall remain the property of GS/OAS. Unless otherwise provided in the Terms of Reference (Annex I), Contractor shall not retain such information, and copies thereof beyond the termination date of this Contract, and Contractor shall not use such information for any purpose other than for completion of the Work. 

7.
Administrative Memorandum No. 90 "Information Systems Security Policy", Executive Order No. 95-07 "Prohibitions against Sexual Harassment", and Executive Order No. 05-07 “Prohibition Against Workplace Harassment”, are readily available at http://www.oas.org/legal/intro.htm.  Contractor certifies that he has read those documents and agrees to comply fully with them.

8.
The Gross Compensation paid Contractor constitutes full consideration for the Work.  It covers all fees, expenses, and costs incurred by Contractor in providing the Work, as well as Contractor's direct compensation for same.
9.
Because Contractor is an independent contractor, GS/OAS is not responsible for providing social security, workmen's compensation, health, accident and life insurance, vacation leave, sick leave, or any other such emoluments for Contractor and his employees under this Contract.  Contractor is solely responsible for providing those benefits, and the Parties have agreed upon the Gross Compensation hereunder to enable Contractor to satisfy that responsibility.  At the request of GS/OAS, the Contractor will provide satisfactory evidence of workman's compensation and other insurance coverage that may be required for all its employees or such Contractors.

10.
Contractor warrants that his performance of the Work will not violate applicable immigration laws, and Contractor shall not employ any person for the performance of this Contract where such employment would violate those laws.

11.
Unless otherwise specified in this Contract, Contractor shall have the sole responsibility for making Contractor’s travel, visa, and/or customs arrangements related to and/or required for the performance of this Contract, and GS/OAS shall have no responsibility for making or securing such arrangements.

12.
This Contract shall be null and void in the event the Contractor is unable to obtain a valid visa and other permits or licenses necessary to complete the Work in the country where the Contract is to be performed.
13.
Unless otherwise specified in this Contract, Contractor shall neither seek nor accept instructions regarding the Work from any government or from any authority external to the GS/OAS. During the period of this Contract, Contractor may not engage in any activity that is incompatible with the discharge of Contractor’s obligations under this Contract. Contractor must exercise the utmost discretion in all matters of official business for GS/OAS.  Contractor may not communicate at any time to any other person, government, or authority external to GS/OAS any information known to him by reason of his association with GS/OAS which has not been made public, except in the course of the performance of Contractor’s obligations under this Contract or by written authorization of the Secretary General or his designate; nor shall Contractor at any time use such information to private advantage. These obligations do not lapse upon Contract termination. Failure to comply with these obligations is cause for termination of this Contract.

14.
Unless specifically provided for in this Contract
 in accordance with CPR Rule 5.13.1, the Contractor may not directly supervise a GS/OAS staff member or direct a project or mission that requires the Contractor to supervise GS/OAS staff members.

15.
Contractor shall not openly participate in campaign activities for or otherwise openly support and or promote any candidate for elected positions in the OAS; nor shall Contractor use the facilities of the GS/OAS and/or its staff provided to him under this Contract to support and promote the candidacy of any candidate for an elected position in the OAS.

16.
GS/OAS may terminate this Contract for cause with five days notice in writing to the Contractor.  Cause includes, but is not limited to: failure to complete the Work in accordance with professional standards or to otherwise deliver conforming goods and services; failure to meet deadlines; conduct which damages or could damage relations between the OAS and a member state; fraudulent misrepresentation; criminal indictment; sexual harassment; workplace harassment; bankruptcy; conduct incommensurate with the requirements for participation in OAS activities; and breach of any of the provisions of this Contract.

17.
Either party may terminate this Contract for unforeseen circumstances by giving at least thirty days notice in writing to the other.  Unforeseen circumstances include, but are not limited to, modifications to the Program-Budget of the OAS; lack of approved funds in the OAS Program-Budget for the corresponding program or project; failure of a donor to provide fully the specific funds which were to finance this Contract; an act of God; and the Secretary General’s or a member state's desire to discontinue the Work.

18.
In the event this Contract is terminated with or without cause, Contractor shall submit to GS/OAS all of the Work completed and shall receive payment for only that portion of the Work completed to the satisfaction of GS/OAS up until the date of termination.

19.
Contractor certifies that:
a) Neither the Contractor nor any of its senior officers and employees, on the date of the signing of this Contract, is a relative of any GS/OAS staff member above the P-3 level or of a representative or delegate to the OAS from an OAS Member State.  The term “relative” includes spouse, son or daughter, stepson or stepdaughter, father or mother, stepfather or stepmother, brother or sister, half brother or half sister, stepbrother or stepsister, father or mother-in-law, son or daughter-in-law, brother or sister-in-law.

b) He is not incompetent to enter into this Contract, is not on trial in a criminal court of any of the member states, and has never been convicted of a felony or of any crime involving dishonesty, fraud or theft in any member state.

c) Completion of the Work shall not interfere with the completion of work for which he is responsible under any other contract with GS/OAS.

20.
Contractor shall not employ a staff member of GS/OAS or a relative of a staff member as defined in Paragraph 19 (a) above to perform the Work, nor shall Contractor permit any staff member of GS/OAS or any relative of the staff member, as defined in that Paragraph, to receive any personal financial benefit deriving from this Contract or the Contractor's contractual relationship with GS/OAS.
21.    Contractor shall not assign this Contract or any element thereof, without the prior written consent of GS/OAS.
22.
Upon written notice by either Party to the other, any dispute between the Parties arising out of this Contract may be submitted to either the Inter-American Commercial Arbitration Commission or the American Arbitration Association, for final and binding arbitration in accordance with the selected entity’s rules.  The law applicable to the Arbitration proceedings shall be the law of the District of Columbia, USA, and the language of the arbitration shall be English.

23.
Nothing in this Contract constitutes an express or implied waiver by GS/OAS of its privileges and immunities under the laws of the United States of America or international law.
24.
This Contract shall enter into effect on the date on which it is signed by both Parties.  Provided, further, that this Contract shall have no legal effect until it has been signed by both Contractor and a duly authorized representative of the GS/OAS.
25.
The law applicable to this Contract is the law of the District of Columbia, USA.
26.
This Contract, including Annexes I-III, constitutes the entire agreement between the Parties, and any representation, inducement, or other statements not expressly contained herein shall not be binding on the Parties and shall have no legal effect.
27.
The masculine terms employed in this Contract should be understood to apply to males, females and legal persons; singular pronouns should be understood to apply to the plural, when appropriate.

�  � HYPERLINK "http://www.oas.org/legal/english/gensec/EXOR-00101-CORR1.htm" ��http://www.oas.org/legal/english/gensec/EXOR-00101-CORR1.htm�


�  Any such provision must comply with the requirements of CPR Rule 5.13.1 in Executive Order No. 05-04, Corr. No. 1 at � HYPERLINK "http://www.oas.org/legal/english/gensec/EXOR0504CORR1.doc" ��http://www.oas.org/legal/english/gensec/EXOR0504CORR1.doc�.
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